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ABSTRACT
The success of the sustainable transformation of the energy sector, both in terms of planning and operation,
relies on new entities, business models, and technologies. The shift from a relatively small number of
centralized bulk producers and single direction energy flow to a decentralized multi-actor renewable system
with a two-way flow of energy and multi-way flow of information needs to be accompanied by new
technological solutions. Blockchain and other Distributed Ledger Technologies (DLT) represent a new
technology for the energy sector, creating both opportunities and challenges for different aspects of energy
systems, such as energy production, peer-to-peer (P2P) energy markets, green certificate registries, etc.
Due to its decentralized nature and no need for intermediaries, DLT can facilitate energy democratization
processes and decentralized energy production. In this paper, we present a systematic review of DLT
principles, its theoretical background, and the most notable implementations, as well as an in-depth analysis
of representative research projects and companies researching DLT use cases in the energy sector, taking into
consideration technical aspects of DLT. We provide an insight into the benefits and limitations of DLT and
identify technical challenges that need to be solved to enable widespread usage of DLT in energy systems.
Additionally, we provide suggestions and guidelines for implementing DLT in different categories of use
cases in the energy sector.

INDEX TERMS Distributed ledger technology (DLT), energy systems, cryptocurrencies, tokenization,
energy transition.

I. INTRODUCTION AND LITERATURE REVIEW
Due to an increasing number of new entities and processes
becoming part of transmission and distribution power net-
works, such as electric vehicles and renewable energy sources
(wind and photovoltaics), new ideas and technologies are
considered for their better integration into existing business
and operation models of energy systems. One of the tech-
nologies gaining momentum in the field of energy and power
systems is the Distributed Ledger Technology (DLT), in par-
ticular, blockchain and distributed application platforms such
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as Ethereum [1] or Hyperledger [2]. An inherent character-
istic of DLT is its decentralized design and implementation
based on peer-to-peer (P2P) networks. P2P network is a self-
organizing decentralized network of equal and independent
participants, i.e., peers, with a dynamic network topology,
where each peer enters and exits the network at its own
will. This decentralized design makes DLT a suitable can-
didate for integrating distributed energy resources (DER)
into existing energy systems in terms of payment, proof of
electricity generation and its origin as well as an enabler
of P2P energy markets [3]–[5]. DLT offers the maintenance
of an immutable, transparent, and fully replicated ledger of
transactions without a centralized intermediary to validate
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inserted transactions and to orchestrate the network. In the
energy world, this implies that each household could actively
participate in buying and selling of its energy, independently
of the mediators such as suppliers or power exchanges; a goal
defined by the [6] as a key in the low carbon energy tran-
sition. However, the available DLT implementations exhibit
limitations in terms of scalability due to low transaction
throughput. Nonetheless, they are considered as one of the
emerging technologies for the next generation of applications
in many fields [7], e.g., finances, healthcare, gambling, real
estate, governance, energy systems [8], etc. Regarding the
energy sector, DLT and cryptocurrencies offer some inter-
esting features, but due to their technical limitations and
existing regulations in the sector, widespread usage of DLT
is currently limited. The purpose of this paper is to analyze
the technical aspects of DLT and to provide an insight into the
benefits and limitations of DLT usage in various categories of
energy applications. Additionally, we provide guidelines for
selecting an appropriate type of DLT platform to maximize
the benefits for each energy application category.

Existing work in the field of energy system applications
relying on DLT includes surveys and reviews [9]–[12], power
exchange markets [13]–[15], DERs (including photovoltaics,
energy storage, and demand response) and payment sys-
tems [16], [17], as well as electric vehicle (EV) charging
and energy systems management [18]–[21]. One of the first
reports on DLT applications in power systems was published
by The German Energy Agency and European School of
Management and Technology (ESMT). ESMT has conducted
a survey among German energy executives and created a
report on current and future actions regarding the blockchain
applications in power systems, as well as their opinion about
the future role of blockchain in the energy sector [22]. The
report identifies e-mobility as one of themost promising areas
for the application of DLT and concludes that blockchain
networks can be used to facilitate the mechanisms of access
control and data privacy. The European Commission’s Joint
Research Centre published a detailed report that identifies
the potential of DLT for a range of sectors with an emphasis
on EU policies and consumer and data protection [23]. Most
notably, the report emphasizes the need to review existing
policies and laws to facilitate the integration and usage of
DLT in various sectors.

There are several other reviews of DLT use cases in the
energy sector, including an overview blockchain activity
in the European energy sector written by the SolarPlaza
team [24]. The team has created a guide and interactive
map of all European DLT projects and platforms as well as
energy initiatives driven by DLT. Andoni et al. published
an overview of blockchain technology in the energy sector
[25] which is based on the SolarPlaza catalog. Their study
reviews more than 140 research projects mostly based on
the blockchain technology, and identifies the potential and
relevance of blockchain technology for energy applications,
but does not take into consideration the technical aspects and
limitations of DLT platforms. In [26], the authors discuss

transactive energy concepts and propose several layered
architectures for designing transactive energy systems (TES).
They provide a DLT overview and comparison in the context
of TES, as blockchains are the fundamental part in their
proposal of a distributed TES. However, the paper does not
take into consideration DLT suitability for different types of
energy applications. Di Silvestre et al. published the paper
about current trends and future applications of blockchains
in power systems [27]. The authors clarify some of the
technical aspects regarding blockchain technology but focus
on future trends and applications in the energy sector. In
[28], the authors identify and summarize the challenges and
provide a comprehensive review and evaluation of trading
schemes in blockchain-based energy trading. They investi-
gate possible issues related to blockchain which are relevant
to energy trading (e.g. transition towards decentralization,
data privacy, etc.). In [29], the authors present ideas to tackle
the challenges of using blockchain-based cryptocurrencies in
modern power grids, such as utilizing cryptocurrency mining
as a demand response mechanism. They focus on technical
and economical aspects of power grids, and the integration
and management of cryptocurrencies. However, the paper is
focused only on blockchain-basedDLT, and cryptocurrencies
as a blockchain application.

The paper provides a comprehensive technical review of
DLT and corresponding applications in the energy sector.
Unlike previously published work, it explains the key techni-
cal aspects of DLT and, in addition to advantages, identifies
also obstacles for DLT usage in specific energy applications.
Since low transaction throughput is the major obstacle for
practical adoption of DLT solutions in the energy sector,
we further elaborate specific solutions dealing with scal-
ability issues (sharding, payment and state channels, and
sidechains [30], [31]). We also analyze direct acyclic graphs
and corresponding implementations IOTA [32] and Nano
[33], which offer improved scalability and performance com-
pared to blockchain-based DLT solutions, and are thus more
suitable for certain use cases in energy and power systems.
We highlight the following novel contributions:

1) Comprehensive overview of DLT principles, including
an analysis of the key concepts of DLTs, components,
and architecture, with an emphasis on technical fea-
tures and limitations.

2) Review of representative energy projects using DLT
in their products and platforms, including a discus-
sion assessing the feasibility of solutions and benefits
gained from using DLT in terms of technical aspects of
the technology.

3) Suggestions and guidelines for identifying adequate
DLT solutions to integrate them into different cate-
gories of use cases in the energy sector with a final goal
of maximizing the benefits and reducing implementa-
tion costs.

The rest of this paper is organized as follows: Section II
presents the concepts of DLT and includes a comprehensive
technical review of various DLT solutions with an overview
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of existing platforms that use advanced mechanisms, e.g.,
smart contracts and code execution. Section III reviews the
role of DLT in energy and power systems and existing con-
cepts and applications. Section IV discusses various types of
DLT solutions appropriate for different use cases in energy
systems. Section V concludes the paper and comments on the
possible future evolution of DLT usage in energy and power
systems.

II. DISTRIBUTED LEDGER TECHNOLOGIES
Distributed ledgers are immutable and replicated synchro-
nized databases (or data structures) shared and maintained by
the mutually untrusted network of nodes, i.e., peers. Gener-
ally, DLT platforms consist of three components:

1) P2P network for peer interaction and network mainte-
nance with a goal of sharing distributed ledger transac-
tions among all peers in the network;

2) Distributed data ledger for storing all transaction and
application data; and

3) Consensus mechanism for orchestrating transaction
insertion into the ledger in a distributed way.

In the context of data structures, there are several special-
izations of DLT: the most notable are blockchain and directed
acyclic graph (DAG), which are explained in the following
subsections. DLT specializations are different in terms of
ledger data structures, consensus mechanisms, transaction
inclusion confidence,1 size and scalability. A detailed review
of blockchain compared to DAG can be found in [34], [35].

A. BLOCKCHAINS
1) OVERVIEW
A blockchain is a simple, append-only data structure, similar
to a linked list, which in addition to data in the form of trans-
actions, also holds a digital signature of the previous block,
as depicted in Figure 1. Every block has a metadata section
with several attributes, such as the cryptographic hash of all
transactions in the block, cryptographic hash of the previous
block to ensure data immutability, and a nonce field which
is used for the consensus mechanism [36]. It was conceptu-
alized in 2008, implemented in 2009 in the Bitcoin network
[37], and has experienced a wider adoption after the creation
of the first blockchain application platform-Ethereum.

Bitcoin was the only cryptocurrency network for six years,
until the release of Ethereum in 2014. Creators of the
Ethereum platform proposed a Turing-complete2 scripting
language to be added to Bitcoin for implementing more com-
plex financial mechanisms on top of the existing Bitcoin net-
work, but they failed to reach an agreement with the Bitcoin
community and a novel DLT platform with a more general

1A transaction is considered final and immutable only when N new
transactions or blocks are added to the shared data structure, e.g., after six
new blocks in Bitcoin, twelve new blocks in Ethereum, or after 7 transactions
in IOTA ledger data structure.

2A language is considered to be Turing-complete if it implements all
Turing machine operations and can solve any computational problem in a
deterministic way.

FIGURE 1. Blockchain ledger data structure. Cryptographic hashes are
the basis for immutability: the hash of all transactions inside a block is
stored in block_hash, and the hash of the previous block is stored in
prev_hash parameter of the next block.

scripting language was proposed. In the first whitepaper [38],
Ethereum is described as a decentralized mining network and
software development platform integrated into a decentral-
ized solution that facilitates the creation of new cryptocur-
rencies and programs sharing a single immutable blockchain
(a ledger of cryptographic transactions). Ethereum is cur-
rently the most popular blockchain platform because it was
the first to enable the creation of custom cryptocurrencies in
the form of digital tokens and new types of digital assets.
Today, several blockchain application platforms enable the
creation of digital assets, such as EOS [39], NEO [40],
Aeternity [41], etc. Such programmable blockchains have
resulted in the emergence of newDLT-based applications that
go beyond cryptocurrencies to be applied in different sectors
which require a decentralized immutable ledger and transac-
tion execution platform within an environment of untrusted
stakeholders. One of the best-known use cases of blockchain
so far is asset ownership management, while programmable
blockchains are used most frequently for the implementation
of decentralized crowdfunding campaign platforms, the so-
called crowdsale platforms, for a public sale of digital assets
on the blockchain.

2) CONSENSUS MECHANISMS
Consensus mechanisms are used in blockchains for orches-
trating transaction insertion in a distributed way: for every
new block to be added into the ledger, a peer proposing a
new block must be elected by a consensus algorithm. When
elected, the peer proposes a new block to be added into the
ledger, while all other peers validate block transactions, and
will accept the block only when all transactions are valid.
In other words, a peer fights for the right to write trans-
actions into the ledger by means of the offered consensus
mechanism. There are several consensus mechanisms used
in DLT networks: the most popular are Proof-of-Work, Proof-
of-Stake (and delegated Proof-of-Stake variation), and Proof-
of-Authority.

Proof-of-Work is a simple distributed consensus mech-
anism that relies on a cryptographic hash. Cryptographic
hash functions are one-way functions where it is almost
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impossible to calculate input data from the result of a func-
tion call and they are usually used to ensure data integrity
and immutability. In the first step of Proof-of-Work (1),
a network validator (miner) collects published transactions
(denoted as tB,i) to form a new block of transactions B for
which it calculates a cryptographic hash named block hash
(denoted as HB).

HB = H (tB,1, tB,2, . . . , tB,N ) (1)

To ensure that a fixed interval of time passes between
creating two blocks, a mining difficulty variable is introduced
and denoted as w. The value of w consists of binary ones
and zeros which change dynamically over time following an
increase or decrease of processing power in the network-
if the computational power of the network increases, then
the mining difficulty increases, and vice versa. After HB is
calculated, a miner must find the value of parameter nonce
(denoted as µ) such that hash of the combination of HB
and µ results with a new hash starting with the prede-
termined number of binary zeros (2). This is a computa-
tionally difficult process because millions of iterations are
required to find an exact value of µ which conforms to
the equation.

H (HB, µ) ∧ w = 0 (2)

After finding the proof of work (the exact value of µ),
the µ is written to the block header and then the block is
transmitted to the network. It is trivial for other nodes to verify
block validity using equation (2) because they now know the
value ofHB andµ- validation has a priori complexity ofO(1).
Thus, for a malicious user who wants to change or insert a
transaction in a block Bi, he/she must find the proof of work
for the selected block and all blocks up to the last block BN
and rewrite blockchain ledger on all nodes in the network,
which is practically impossible to perform.

Although the Proof-of-Work mechanism of consensus is
still dominant, it consumes a lot of electricity and will be
replaced in future and existing DLT platforms by alternative
consensus mechanisms that are energy efficient. The most
practical alternative is Proof-of-Stake where a network val-
idator stakes cryptocurrency units and thus ensures that a new
blockwill be formed following the network rules, otherwise it
will lose its stake.More andmore networks, such as Ethereum
and EOS, have implemented (or are in the process of imple-
menting) a Proof-of-Stake consensus mechanism.

Another consensus mechanism that is gaining popularity
is Tendermint. It is similar to delegated proof-of-stake (dPoS)
consensus: a node can stake funds to be nominated as a valida-
tor for creating the next block, but it can also delegate its stake
to another node. The main difference between Tendermint
and dPoS is that in dPoS, a validator is chosen randomly in
the set of nominated nodes, and in Tendermint, nominated
nodes use classical Byzantine Fault Tolerant (BFT) consensus
to create new blocks. A detailed comparison of Tendermint
and EOS dPoS can be found in [42].

One of the consensus mechanisms used in combination
with private networks is Proof-of-Authority (PoA). It is a
reputation-based consensus that relies on a limited and well-
known set of validators. Validators are uncompromised nodes
in charge of validating transactions and adding new blocks
to a transaction ledger. PoA systems are highly scalable
and have a high transaction throughput, but in such sys-
tems, it is more difficult to guarantee data and transaction
immutability.

3) KEY FEATURES AND LIMITATIONS
One of the key features of DLT is traceability-by using DLT,
we can guarantee time traceability of transactions because
they are grouped in immutable blocks. When considering the
usage of DLTs in energy domains such as energy markets,
it is important to emphasize that DLTs do not guarantee trace-
ability inside a block, but just between blocks. For example,
a DLT network guarantees that transaction tB,i in block B
happened before transaction tB−1,j in block B − 1, but it
cannot guarantee that the tB,i happened before tB,i−1. This
is a feature of distributed environments where every peer
generates events (transactions), but also a consequence of
the fact that miners have the freedom to choose transaction
processing order when creating a new block.

Due to their global scale, public blockchain networks come
with two important limitations: transaction prioritization
and block confirmation time. If there is network congestion
because of a high number of pending transactions, miners can
choose which transactions they will validate, and the general
rule is that they pick transactions that offer high transaction
fees. In a scenario of network congestion, if a user does not
offer a high transaction fee to miners, his/her transaction will
require a lot of time to be included in a block, or it will
get rejected after some time. When a transaction is added in
a block, it can be considered accepted and immutable only
when a block confirmation time passes. Confirmation time is
a consequence of a consensus protocol and network latency.
If two blocks are created at the same time, they are appended
to the same parent block and then miners do not know from
which block to continue the chain. This phenomenon is called
a fork and is depicted in Figure 2. In the case of a fork,
every node decides for itself from where will it continue
creating blocks. After some time, one side of a fork will be
longer (have more blocks than the other side), and the rest of
the miners will reject all blocks which are not a part of the
longest chain. The probability of a fork from a certain block
decreases with every newly created block, and if a person
wants to be sure that his/her transaction will not be eventually
rejected, he/she must wait for N new blocks to be created
after the block containing his/her transaction (NBitcoin = 6,
NEthereum = 12). Considering an average block creation time,
we can conclude that a transaction is effectively confirmed
and considered immutable only after approximately 90 min-
utes in the case of the Bitcoin and 3 minutes in the case of
Ethereum.
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FIGURE 2. Blockchain ledger fork: blue blocks will get rejected after
some time because they are not part of the longest chain.

4) TECHNOLOGY CHALLENGES AND FUTURE
DEVELOPMENT
Ideally, blockchains should be decentralized, secure, and
scalable, but existing blockchain platforms offer today only
decentralization and security at the expense of scalability.
Blockchains cannot support an increasing number of transac-
tions because of the requirement that every node stores the
entire transaction ledger locally. Because of the increasing
popularity and number of users of the well-known blockchain
platforms, a lot of effort is invested to find solutions for
blockchain scalability. Since it is difficult to implement all
three main properties (security, decentralization, and scala-
bility) on the base layer (1st layer) of blockchain platforms,
a lot of scaling solutions focus on building protocols and
infrastructure on top of the base layer (2nd layer).
Sharding [43] is one of the 1st-layer scaling solutions.

The main idea behind sharding is to divide state and trans-
action history of a blockchain ledger into K = O( nc ) par-
titions (shards) and to delegate maintenance of the ledger
to a subset of nodes. For example, shards could be formed
by putting transactions whose identifier (transaction hash)
starts at 0 × 00 into the first shard, identifiers which start
with 0 × 01 into the second shard, etc. Sharding is at the
moment one of the most promising blockchain scaling solu-
tions and it is scheduled for implementation in the Ethereum
2.0, but there are still challenges that need to be addressed,
such as single-shard takeover attacks [44], cross-shard
communication [45], etc.

Second layer solutions are also referred to as off-chain
solutions because they are created on top of the base layer.
State channels and sidechains are considered as two main
representatives of this group. The idea behind them is to pro-
cess all transactions off-chain and periodically synchronize
the aggregated state with the main chain (base layer). The
main difference between state channels and sidechains is in
the data structure representing transactions: nodes in state
channels form a fully connected graph where every node is
responsible for maintaining transactions data by themselves,
whereas in sidechains, another blockchain (sidechain) with its
internal consensus mechanism and data structures is formed
and shared between nodes. State channels perform well in
an environment with a small and predefined set of mem-
bers, whereas sidechains in an environment with a larger
group of members. Another difference between them is in
the definition of finality-state channels have instant finality

(a transaction is accepted when all parties involved sign it),
and finality in sidechains depends on the mining power of
a sidechain. The major downside of second layer solutions is
that they require that a nodemust always be online tomaintain
a channel/sidechain to be able to close it properly and write an
aggregated state to the main chain. Representatives of second
layer solutions are Ethereum’s Raiden Network [46] and
Plasma [31], Bitcoin’s Lightning Network [30], and NEO’s
Trinity [47] protocol.

B. DIRECTED ACYCLIC GRAPHS
1) OVERVIEW
DAGs are special data structures that resemble flowcharts
where all nodes are headed in the same direction and no
node in the graph can be referenced back since the graph is
directed and without cycles. DAG-based ledger data struc-
tures, such as IOTA and Nano, use different DAG structure
implementations. IOTA uses the Tangle [48] structure to link
transactions.3 Nodes in Tangle represent transactions, and to
have transactions verified by IOTA, one must approve (vali-
date) two previous transactions. There is no mining included,
except minor Proof-of-Work to prevent spam. An example
Tangle ledger data structure is depicted in Figure 3.

FIGURE 3. IOTA Tangle ledger data structure [48].

In Nano, two transactions must be generated to transfer
cryptocurrency from one account to another-send transaction
and receive transaction, which means that every transfer must
be confirmed by the receiver’s node. Nano uses the Block-
Lattice [49] structure to link transactions. A node must be
available online to receive cryptocurrency transactions. An
example block-lattice ledger data structure is depicted in
Figure 4.

In DAGs, every transaction must validate previous trans-
actions, so there is no need for dedicated validators, miners,
or consensus protocolsmandatory in blockchains. Thus, users
pay minor or no transaction fees for their transactions. DAGs
are well suited for high volumes of transactions (macro and
micro) and value transfer, so they can be used for exchanging
data between devices and sensors. Depending on the imple-
mentation, there may be a minor Proof-of-Work triggered
when submitting a transaction, but only to prevent spamming
in a DAG network.

3http://tangle.glumb.de/
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FIGURE 4. Visualization of a block-lattice. Every transfer requires a send
(S) and receive (R) point, each signed by the account owners [49].

2) KEY FEATURES AND LIMITATIONS
In DAG, transactions are represented as vertices, and links
as edges. Publishing a transaction in IOTA requires linking
a new transaction to any two previous transactions4 and
validating their transaction data. The number of incoming
edges, i.e., links, to a transaction is called transaction weight.
When a transaction weight reaches a predefined threshold,
it is considered valid. In Nano, graph edges are formed by
send (S) and receive (R) points in the graph. Depending on a
DAG data structure, time traceability can be guaranteed only
for directly or transitively linked transactions, as depicted
in Figure 5.

FIGURE 5. Time traceability example with IOTA Tangle [50]. For t6,
the following applies: t0 (genesis), t1, and t3 happened before, and t13
and t16 happened after t6. For t6 and t8 it is not possible to determine
their ordering.

3) TECHNOLOGICAL CHALLENGES AND FUTURE
DEVELOPMENT
DAGs offer low or no transaction fees and high transaction
processing speeds. Transactions in DAGs can be simultane-
ously validated, so DAGs are more scalable and efficient.
DAGs become more secure as they grow, but they can be vul-
nerable to attacks potentially causing a significant reduction

4an algorithm ensures a random selection of transactions for verification,
to prevent users from only validating their own transactions.

of transaction processing volume. To reduce the risk of
exploiting a DAG network until the volume of transactions
becomes stable, a lot of DAG solutions use a centralized
transaction coordinator or pre-selected validator nodes whose
role is to orchestrate the validation process of incoming
transactions. These validators represent centralization points
in DAG networks. Only when there is no longer a need
for central coordinators, DAG networks will become fully
decentralized.

C. OVERVIEW OF DLT PLATFORMS
The Bitcoin network was the first platform that used a dis-
tributed ledger to store transactions and account data. It uses
an embedded programming language called Script which is
used to implement more advanced (but still simple) trans-
action mechanisms, multi-signature wallets, etc. Script is
not a Turing-complete language, which means that imple-
menting complex functionalities is not possible. The Bitcoin
network is a digital electronic-cash payment system and the
only task of its underlying blockchain ledger is to maintain
data integrity and prevent the double-spending problem. To
support more complex transactions in DLT networks, it was
necessary to introduce a Turing-complete language and adapt
the underlying distributed ledger to new features. Ethereum
and similar platforms are decentralized application platforms
that have introduced such new features in the form of smart
contracts: applications that run exactly as programmed with-
out any possibility of downtime, censorship, fraud or third-
party interference. According to [51], there are three types of
smart contract applications:
• Financial applications: custom currencies, insurance,
and other financial derivatives;

• Semi-financial applications: money transactions includ-
ing a non-financial side, such as bounty programs;

• Non-financial applications: examples are online voting,
decentralized governance, reputation systems, etc.

Bitcoin is often labeled as a decentralized calculator,
while Ethereum is compared to a decentralized computer,
since Ethereum and similar blockchain-based application
platforms extend the following features of Bitcoin: they pro-
vide faster block mining, smart contracts, support for uncle
blocks, simpler transaction structure, etc. To improve net-
work scalability and transaction processing speed, new data
structures for building distributed ledgers were conceptual-
ized and implemented. DAG data structures are designed to
increase scalability, to mitigate computation overhead pro-
duced by mining, and to enable faster transaction processing.
Except for spam prevention, mining is not required by DAG
platforms which makes them suitable for value transfer and
microtransactions. DAG platforms are more stable as they
grow-more transactions mean greater transaction processing
speed and lower confirmation time.

DLT platforms described above are used in the public
setting, but many can also be used in a closed private environ-
ment where each user/node is authenticated. Private DLTs use
different consensus mechanism compared to public solutions
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TABLE 1. Overview of DLT platforms.

and run DLT software nodes within a private network of
a company, university, consortium, etc. With such changes,
an improved transaction processing speed can be achieved,
but ledger data still remains visible to all members of a
private network. To enable data privacy inside a network,
further enhancements are needed to produce a custom private
consortium DLT. A well-known representative of a private
consortium DLT is Hyperledger, a project created and main-
tained by Linux Foundation. The project includes several
distributed ledger frameworks and tools, including smart
contract engines, graphical interfaces, client libraries, and
monitoring tools. The most popular Hyperledger solutions
are Fabric, Sawtooth, and Burrow, and they all provide dis-
tributed ledger support for different use cases in an enterprise
environment. Frameworks are modular to provide plug-and-
play support for different network types and consensus mech-
anisms. Hyperledger products are a good fit for use cases and
environments in which users must be authenticated, and a net-
work must implement access control, data privacy, and con-
fidentiality. Depending on the applied consensus mechanism
and number of users, such solutions can offer high transaction
throughput and low network latency. A brief comparison of
DLT platforms can be found in Table 1.

It is a common belief that DLTs can be applied in many
domains and applications. However, DLTs are adequate for
quite a narrow scope of applicationswhich include potentially
many mutually untrusted stakeholders. Today, there are over
5000 active cryptocurrencies [59] and their main function
is keeping a record of transactions and account balances of
all participating users. Other specific systems-of-record use
cases of DLT technology are the following:

• Digital identity: cryptographic keys for user identifica-
tion on a blockchain platform are in the hands of indi-
viduals, so the owner of a digital asset representing user
identity is the user himself, as long as he/she controls
his/her private keys.

• Tokenization: tokens represent digital assets bound to
existing physical items for purposes of origin prove-
nance, supply chain management [60], intellectual prop-
erty, anti-counterfeiting, and fraud detection. Another
way to think about tokens is as digital bearer bonds or
ownership of access rights on a software platform.

• Inter-organizational data management: sharing records
between corporations in a decentralized way.

• Governance: managing network permissions, authoriz-
ing transactions and changing network parameters in a
decentralized way.

• Smart contracting: providing mechanisms for lock-
ing/unlocking funds and setting up digital relationships.

There are also other less popular use cases, but all of them
are allowing people to form and secure digital relationships
in a decentralized way by using means and technologies that
were not available before the advent of DLT.

To summarize, DLT offers different features, performance,
and consensus mechanisms. On a general level, we distin-
guish DLTs designed for public and private environments.
Both types can be used for applications in the energy sector,
depending on a particular use case and its need for network
access control, data privacy, and anonymity. For example,
public DLT environments are not suitable for modeling a
day-ahead energy market because of the lack of data privacy
in public DLTs which is a prerequisite for implementing
market clearing protocols. If an application is deployed on
a public DLT platform such as Ethereum or NEO, applica-
tion data in a ledger is visible to everyone while users are
pseudo-anonymous (they are represented with their public
keys). In private DLT environments, access control and user
management can be implemented in a centralized way, while
transaction processing is decentralized using an immutable
ledger. Comparison of DLT network characteristics is shown
in Table 2.

III. DISTRIBUTED LEDGER TECHNOLOGIES IN ENERGY
AND POWER SYSTEMS
When a decentralized application is submitted to a public
blockchain platform (e.g., Ethereum), its transactions and
wallet addresses are publicly visible to block explorers5

and sites that provide DLT decentralized application (DApp)
statistics, e.g., State of the DApps [61]. State of the DApps
currently keeps track of more than a dozen DLT plat-
forms, including Ethereum, EOS, POA [62], Go Chain
[63], Steem [64], etc. According to their survey, there are

5A block explorer is a browser for the blockchain, similar to web browsers
for internet web pages.
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TABLE 2. Comparison of DLT characteristics.

FIGURE 6. Percentage of decentralized applications by industry sector.

over 3400 decentralized applications currently deployed on
DLT application platforms, but only 1% of decentralized
applications are categorized as energy sector applications,
as depicted in Figure 6.

The energy sector could be one of the leading indus-
tries in DLT applications [65], but a lot of problems remain
unsolved, e.g., DLT governance, transaction throughput, etc.
For example, the governance of decentralized applications
is difficult in a public P2P setting because public DLTs are
permissionless-everyone can join the network because of the
absence of access control mechanisms. Some key insights
provided by SolarPlaza in their guide [24] include the fact
that, despite Ethereum’s decentralized permissionless nature,
over 50% of DLT projects use public Ethereum blockchain
platform for their application layer, and the most common use
case is P2P energy trading. Applicability of DLT in the energy
trading context is somewhat questionable as there are still
many technological challenges unresolved which hinder its
full and adequate implementation. In the case of energy trad-
ing, it is desirable to have access control since false trading
block orders could give incorrect signals and eventually result
in power system imbalances. This would imply selecting a
private network with high throughput capabilities not to delay
or cancel a transaction due to technology limits.

Another aspect where DLT could create a significant
impact is data management. If there is sensitive data that must
be shared with other businesses or regulating institutions,
e.g., energy transaction data, blockchain is a good technol-
ogy to use. In terms of data storage and security, a private
blockchain is similar to a distributed database with shared
access. The main difference is that blockchain is append-
only and immutable because it is backed by cryptographic
mechanisms (records cannot be updated like in conventional
databases). In terms of data access rights, private or consor-
tium blockchain can be modeled as any relational database
with administrative and read/write access rights. Regarding
public blockchains and data storage, they are used in com-
bination with decentralized storage solutions, such as Inter-
planetary File System (IPFS) [66]. Actual data is stored on
IPFS nodes, and data signatures are stored in blockchain
transactions. As in the blockchains, data on IPFS nodes is
public, replicated (but not fully), and cannot be deleted. With
these features, blockchain could reduce the risk of fraud,
error, and invalid transactions, as well as improve reliability
and security of financial or state-changing transactions.

Many companies and startups offer a solution to some spe-
cific areas of the energy sector. In this paper, representatives
of each area will be listed and analyzed. In the following
sections, the proposed solutions are categorized as follows:
• Energy tokenization and investments,
• P2P trading,
• EV charging and e-mobility and
• Cryptocurrencies and platforms
Apart from the mentioned areas of applications, many

authors are researching new models and concepts related
to P2P trading in a decentralized setting [67], [68], energy
generation transparency and case studies involving electric-
ity billing and cryptocurrencies [69]. Researchers are trying
to design a blockchain platform and consensus mechanism
that would fit the energy sector. In [70], researchers define
the design of P2P exchange which would be acceptable to
distribution system operators (DSO), and for this purpose,
they design a new consensus mechanism based on Proof-
of-Stake consensus model where a stake is defined using
kilowatt-hours generated by an energy source. Smart meter,
enhanced with a module for signing transactions, would be a
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network validator which leads to the assumption that a smart
meter would have a responsibility to store all account and
transaction data and would quickly rise to dozens or even
hundreds of gigabytes. Since the authors are basing their
consensus model on Proof-of-Stake which is used only in
public networks, it can be concluded that such a network
would be a public blockchain network. In that case, there
is no way to prevent unauthorized access and publishing of
transactions containing malicious data.

A. ENERGY TOKENIZATION AND INVESTMENTS
The idea behind tokenizing energy is twofold:

• fixate produced kilowatt-hours to cryptocurrency units
or other digital assets, to link produced energy to finan-
cial mechanisms on a blockchain, and

• provide transparency for produced energy, for monitor-
ing purposes on the market layer

It is common to use these tokens fixated to produced energy
in crowdfunding campaigns called initial coin offerings. Ini-
tial coin offering (ICO) is a process, similar to crowdfunding,
where companies and startups raise funds from investors, who
in return get a token or some other kind of digital asset [71].
ICOs promise quick liquidity, immutable contract guarantees,
and democratic access to investment capital. They are often
used for raising funds because the rigorous and regulated
capital-raising process can be simplified and bypassed. Over
28% of DLT energy companies have conducted an ICO or
similar kind of token sale [24], e.g., Irene Energy [72], Treon
[73] or Etain Power [74].

One of the approaches in energy tokenization and project
funding with an ICO is to use energy token as a utility
token. In this approach, a company uses funds collected in an
ICO to invest in product development and embedding utility
tokens to a product or a platform. Investors can use tokens
to get special products or discounts only available through
token payments or to sell their tokens in a market. With
this approach, all limitations of DLTs are inherited, includ-
ing low transaction throughput and transaction fees. Another
problem when modeling tokens on a DLT cryptocurrency
application platform is a dependency on the cryptocurrency
unit embedded with a platform. For example, if a token is
created on the Ethereum platform, a user must own ethers,
as well as energy tokens to make a transaction. For example,
if person A transfers to person B 50 units of energy tokens,
a sender must pay a transaction fee to miners in the form
of ethers for transaction processing. This implies, in some
way, that a person must hold two currencies instead of one
to make a transaction. This can be solved with the concept of
meta-transactions [75], but they are still in an early stage of
adoption.

Another approach in energy tokenization is to use an
energy token only in the investment phase as a decentralized
proof that an investor really owns a portion of tokens. Thus,
the project is utilizing the best feature of DLT-immutable
records of ownership proofs. This approach is used by energy

companies like PowerLedger [76] and Pylon Network [77].
They use blockchain’s immutability for safely recording peo-
ple’s investments in the form of energy tokens and their cus-
tom solutions for product development which are completely
separated from public blockchain platforms.

There are many examples of tokenizing assets related to
energy and power systems. Solarcoin [78] is a reward pro-
gram launched for solar energy generation and they fixated
one coin (token) to one MWh of energy production. Sun
Exchange [79] has launched a crowdfunding platform for
investing in solar panels located mostly in Africa. They had
an ICO campaign with SUNEX utility energy token which
can be used to stake in their insurance fund or to get dis-
counts and priority when investing in solar cells. Accord-
ing to Etherscan,6 there are currently around 400 accounts
which hold SUNEX tokens and around 1100 SUNEX token
transfers have been made so far. WePower [80] network
released a crowdfunding platform for funding renewable
energy sources. They also created energy token WPR and
fixated it to 1 kW. New green energy projects can register
to the platform and try to sell their future production to
collect funds for building plants and required facilities. If
their campaigns are successful, they are obligated to donate
0.9% of produced energy to WPR token holders, who can
either use it or sell it through the WePower platform.

These projects exploit one of the best use cases of DLT:
they hold immutable records of investment proofs in the
form of tokens or some other custom digital assets. If there
are no complex financial instruments implemented, both
blockchains and DAGs are a good fit for energy tokenization
and investment platforms.

B. P2P TRADING AND MICROGRIDS
A lot of effort and money is invested in finding the best
ways for the integration of DERs powered by wind and
photovoltaics (PV) in a transmission or distribution network.
Research results provided by SolarPlaza have shown that P2P
trading is one of the most common use cases of DLTs in
energy and power systems with over 50% being implemented
on the Ethereum platform.

Australian start-up Powerledger [76] is developing a series
of products, along with a P2P trading platform powered by
their custom blockchain. They conducted a successful ICO
campaign which resulted in 17 million AUD. Their plat-
form is a combination of the public Ethereum blockchain
which holds proofs of investments in the form of ERC-207

tokens and custom private blockchain for their products. They
separated the application layer from the investment/financial
layer from the and solved transaction throughput problems
for their applications. Similarly, the Pylon network has con-
ducted a successful ICO campaign and developed custom

6https://etherscan.io/token/
0x173c856478a6fa1e64ff27be57cdac01d5e7f4ba

7Ethereum Request for Comment (ERC) is a set of technical standards
used for all smart contracts on the Ethereum blockchain, ERC-20 describes
a set of rules for token implementation.
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smart meters that enable communication with blockchain.
Source code for their custom blockchain is open-sourced and
available online.8 Since their custom smart meters (metrons)
are blockchain-aware, it means that they must have access to
blocks and transactions, which requires potentially hundreds
of gigabytes of data space, and it is highly unlikely that they
store it on a metron device. If that is the case, it is implied
that metrons communicate with trusted endpoints for sending
and receiving blockchain transactions. That is the approach
that introduces a certain degree of system centralization and
trust. In this use case, centralization is not a problem, but it
introduces a new spectrum of potential security issues.

SunContract [81] is a Slovenia-based startup that uses
blockchain technology to create a decentralized energy mar-
ket where the users can trade electricity in a P2P manner.
They have created the SNC token and collected 2 million
USD and 8700 ETH in an ICO campaign. They are regis-
tered as an entity of the Slovenian energy systems and mar-
ket, and have their own Energy Identification Coding (EIC)
code. SunContract is connecting power producers and con-
sumers under a new balance group [82] with the goal of
fulfilling electricity needs on the local level through a pub-
lic blockchain-based platform before entering the whole-
sale market. Their trading algorithm is responsible for price
matching, and blockchain and smart contracts for the settle-
ment between users (with SNC tokens). The platform is not
fully decentralized because trading and price-matching algo-
rithms are run from a centralized point. Volt Markets [83] is
using Ethereum blockchain to track energy origin and enable
energy trading in a P2P manner. Information about energy
origin is stored in a decentralized way, but the data inputs
are centralized. Their other use case is to use blockchain
for issuing renewable energy certificates (RECs). In this
case, they are using blockchain ledger as a decentralized
registry of certificates and certificate owners. LO3 Energy
[84] developed Brooklyn Microgrid project which uses a P2P
platform to trade energy in a microgrid [85]. The custom pri-
vate blockchain with the Tendermint consensus mechanism is
used for trading and settlement, where Tendermint provides
instant finality of transactions (there is no need for waiting
for N new blocks to consider a transaction immutable). The
distributed systems operator has access to microgrid data and
it manages energy use, load balancing, and demand response
at negotiated rates.

Due to the decentralized P2P nature of DLT networks, it is
often thought that DLTs are applicable for the integration
of new entities in distribution network level in the areas of
energy markets, payment and settlement, but there are a lot
of challenges to solve before mainstream adoption of DLTs.
For example, if the need arises for the energy regulation
entities to intervene and stop or revert DLT transactions
(e.g. for some legal complaint), it is impossible to do it in
decentralized, fully replicated P2P system. Another thing to
consider is data privacy-when using public blockchains and

8https://github.com/klenergy/pyloncoin

DAGs it is impossible to achieve complete transaction data
privacy or any kind of permissions/authentication manage-
ment. Transaction data can be viewed by downloading a DLT
ledger structure or through any web block explorer. DLTs are
envisioned as global computers with data coming from the
decentralized single point of truth in the form of blockchain
or DAG ledger structures. Blockchains are inherently not
scalable because every node in the network must validate
incoming transactions from every deployed smart contract
application. For example, if application A has 10 transactions
per day, and application B has 10 thousand transactions per
day, transaction A would be slower than usual (and more
expensive because of greater transaction fee) even though
it has only 10 transactions to process. A similar situation
happened to Ethereum in 2017 when the first collectible
crypto game called CryptoKitties [86] was deployed to the
network. 1,5 million users who played the game generated
over 25% of transactions on the Ethereum, slowed transaction
processing speed and driven up transaction fees dramati-
cally. This incident has led to delays in ICOs, token distri-
butions, P2P trading platforms, and other non-game related
transactions.

Blockchain optimizes transaction processing speeds with
blocks containing more than one transaction, but time trace-
ability is not implemented inside a block. If transaction ti
is submitted after transaction tj, there is no guarantee that
ti will be processed before tj, as described in section II-A3.
A node can decide to process tj immediately in the current
block, and ti in the next block. For example, when modeling
a P2P energy market (e.g. intra-day market with 15-minute
trading timeslots) on a public blockchain, several scenarios
may occur that violate intra-day market rules.

Assume that we define two types of transactions in a trad-
ing platform: BUY (n, p) and SELL(n, p), where n is energy
(in MWh), and p is a selling price (in EUR). Assume that
transactions are defined in a chronological order:

1) SELL(100, 3000)
2) BUY1(100, 3000)
3) BUY2(100, 3000)

Under normal circumstances, bids SELL and BUY1 would
be matched, but because of the issue of time traceability
inside the block, transactionsmay not be processed in chrono-
logical order.

For example, it may occur that a miner chooses to process
transactions in the following order:

1) SELL(100, 3000)
2) BUY2(100, 3000)
3) BUY1(100, 3000)

Bids SELL and BUY2 would be matched, even though
BUY1 arrived for processing before BUY2. It is also possible
for aminer to delay transaction processing until the next block
because of the network congestion or a low transaction fee.
In this scenario, it may occur that only the bids BUY1 and
BUY2 would be processed, and the SELL bid would need to
wait for a new block to be created. If such a situation occurs
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at the end of a trading timeslot, BUY1 and BUY2 would not
be matched. Users can try to resend their bids, but there is no
guarantee that a similar situation will not happen again.

There are several propositions and research projects that
offer solutions to time traceability inside a block problem
[87], but consensus protocols and mining algorithms on big
blockchain platforms remain unchanged. In the context of
P2P energy markets, this problem could be avoided with the
usage of private DLT solutions.

C. EV CHARGING AND E-MOBILITY
E-mobility is one of the areas where DLT could bring benefits
in the areas of payment, settlement, and roaming.
Share&Charge [88] is a German company founded

in 2016 which allows people to share their private home
charging stations and parking lots. The payment and settle-
ment are based on the public Ethereum network. In the first
phase of the project, there were 1224 registered charging
stations in Germany and more than 1500 registered users.
In 2018 the company became an affiliate of the Energy Web
Foundation which runs its own energy blockchain based on
Ethereum. One of the first company’s products was released
in 2019 and it enabled machine-to-machine payments via
car electronic wallet, in combination with ISO 15118 stan-
dard. Even though application business logic was modeled
in a decentralized way (smart contracts on the Ethereum
platform), the solution uses a centralized service that holds
private keys of all registered users. Eventually, the service
was migrated from a public DLT network to a semi-private
(consortium) network because of the scalability issues that
come with a public DLT solution [89].
Car eWallet [90] is using the Hyperledger Fabric

blockchain to model a car as an autonomous entity. A car
data structure is stored on Hyperledger and contains car and
billing information, as well as car pass, ownership ledger,
mileage, maintenance, etc. By using a private solution, all
transactions on the blockchain network are related to the Car
eWallet’s applications and all customer data is private. On
the other hand, with a private blockchain, a certain degree
of decentralization is introduced because private blockchains
often work using Proof-of-Authority or a similar consensus
mode.
Chubu Electric Power [91] is one of the largest electric-

ity providers in Japan and is currently testing cryptocur-
rency payments for their EV customers. They are facilitating
the Bitcoin’s Lightning network [30] payment channels for
increasing transaction speed, but the downside of such chan-
nel solutions is that nodes must always be online to maintain
a channel.
InnoEnergy [92] is a European company researching smart

communities and e-mobility. They are exploring the value of
directed acyclic graphs solutions such as IOTA to tackle the
challenges in the area of e-mobility [93].

A consortium DLT solution (without platform-embedded
cryptocurrency) could serve as an integrating component for
public EV charging providers and enable roaming services

where every participating EV provider company would be
one of the nodes in a blockchain network. If a customer
belonging to the provider A charges on a charging station
belonging to provider B, the transaction would be visible
to both providers. The result of this system is enabling
charging to customers between roaming areas, with both
providers being able to settle roaming transactions between
them because all transactions are visible to all participating
nodes. Censorship and fraud would be impossible because
this system would use blockchain for storing EV charging
transactions. Adding new providers to the network would be
as simple as adding a new software node to the network.

D. CRYPTOCURRENCIES AND PLATFORMS
Cryptocurrencies can be introduced in energy markets or
electricity billing as one of the possible payment methods.
Grid+ [94] is a retail electricity provider that uses intelli-

gent software and hardware to offer low prices for electricity
for its users. One of the offered products is a platform based
on the Ethereum to allow users access to their local energy
market and pay for electricity with cryptocurrencies and hard-
ware device called Grid+ Agent. It also provides safe offline
storage for users’ private keys in the form of smart cards.
The company has conducted a successful ICO and collected
57.5 million USD.
Energi [95] created a custom blockchain solution with

embedded smart contracts that runs on Tendermint consensus
which is suitable for specialized application blockchains.
Their NRG coin serves as an incentive for using renewable
energy at the local level.
Veridium [96] is using Ethereum to store carbon credits

as TRG energy/carbon tokens which can be acquired with
cryptocurrencies.
ImpactPPA [97] is trying to create a new cryptocurrency

and use the raised ICO money to install renewable energy
solutions in communities that lack access to electricity. They
have built a custom smart meter which is blockchain-aware
and periodically sends data to the blockchain. Since a smart
meter does not store all blockchain transactions in a device
itself, this solution also introduces a certain degree of cen-
tralization.
EnergyCoin [98] is a cryptocurrency based on the bitcoin

protocol, but it runs on the Proof-of-Stake consensus because
it is more environment-friendly than Proof-of-Work which
requires mining. It is built by a non-profit EnergyCoin foun-
dation sponsored by community donations and provides an
infrastructure and application layer on top of the Energy-
Coin cryptocurrency to enablemore complex financial instru-
ments, tokens, and decentralized applications.

Almost every cryptocurrency platform is an open-source
project, and its code can be reused and extended to cre-
ate new cryptocurrencies. Depending on a use case in the
energy domain, having many specialized DLTs may be one
of the solutions to problems with scalability and transaction
throughput because users will be dispersed to many special-
ized platforms that are not connected at all. This would not
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TABLE 3. Suitable DLT types for energy application categories considering technical aspects and open challenges of DLT.

apply to some energy market use cases. For example, when
placed in the context of going towards a single European elec-
tricity market that should allow greater choice, lower prices,
greater flexibility, and stability, having many independent
platforms might not be an optimal solution.

One of the major drawbacks of all DLT platforms is the
lack of interoperability. DLT platforms cannot easily com-
municate to external platforms and services-it is impossible
to send requests from a DLT network to an external service.
One of the solutions to this problem for certain use cases is to
introduce one or multiple trusted centralized or decentralized
services, such as Oraclize [99] or ChainLink [100], which
will periodically send data to the DLT platform.

IV. DISCUSSION
An ideal DLT is decentralized, secure, and scalable, but
currently, existing DLT solutions do not offer all of the
listed properties simultaneously. For example, Ethereum is
decentralized and secure, but not scalable, while Hyperledger
offers security and improved scalability and the expanse of
decentralization. Sharding and similar scaling solutions are
scheduled for implementation in Ethereum, but currently,
it is not possible to determine whether these extensions will
compromise security.

Based on the analysis of technical aspects of various DLT
solutions in the context of the energy sector, we provide
suggestions and guidelines for integrating DLT in different
categories of use cases in the energy sector in Table 3.

Currently, public blockchains are typically used as reg-
istries and asset ownership management tools. Digital asset
data stored on a blockchain in a decentralized way is globally
available, immutable, and resistant to failures. By using smart
contracts, complex ownership and financial mechanisms can
be implemented on top of those digital assets, so public
blockchains fit well to be used for energy crowdfunding
campaigns, energy certificate registries, electric vehicle infor-
mation registries, etc.

Private and consortium blockchains can be used to ensure
data privacy, security, and immutability, as well as data trans-
fer among trusted network participants. For example, they can
be used to transfer roaming data for EV charging between
operators, or for exchanging electricity consumption data and
power flows between transmission system operators (TSO).
Private blockchains can ensure data access control and secu-
rity, so they can be used to implement P2P markets on all
levels, from microgrids to wholesale markets. If a require-
ment for a blockchain-based P2Pmarket is to integrate it with
external systems (such as DSOs or other markets), it could
increase costs for integration because private blockchains are
not globally available, so extra modules would need to be
implemented for communication with external entities.

Regarding DAG solutions, they fit well to use cases requir-
ing value and data transfer and can be deployed in large
systems with many sensors and actuators. In theory, they
provide an unlimited speed of transaction processing (limited
only by hardware), but because of a large spectrum of attack
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vectors, DAGs still use centralized coordinators and pre-
selected validator nodes to maintain the network and validate
incoming transactions.

V. CONCLUSION
Distributed ledger technologies are facilitating new con-
cepts and business models in the energy sector. A lot of
resources are being invested in the development of decentral-
ized solutions in the areas of energy trading, investments, and
e-mobility. Despite initial skepticism and controversy, initial
coin offerings (ICOs) and energy tokens enabled the funding
of many innovative products and inspired many people to
research DLT applications outside of financial applications.
A lot of research is focused on private and public blockchains
to integrate blockchain cryptocurrencies in existing systems,
while system requirements are opening new horizons and
ideas such as DAG-based solutions due to their ability to
improve scalability and transaction throughput compared to
blockchain. The paper explains and elaborates on how a
specific decision on using DAG over blockchain for a par-
ticular solution depends on a particular use case since they
are both decentralized and require no intermediaries. On one
side blockchains can enable complex mechanisms through
smart contract capabilities, and on the other side, DAGs offer
processing speed and scalability of financial transactions.

In this line, the paper contributes to this emerging field
by clearly explaining the key differences and features of
representative distributed ledger technologies, blockchains,
and directed acyclic graphs. By reviewing and explaining
technological aspects, we establish that DLT offers a nar-
row niche for applications in the energy sector, but they
fit very well into that niche. DAG solutions are best suited
for payment systems, while the most promising application
of blockchains is the storage of asset ownership records in
energy applications. Most importantly, the paper categorizes
energy applications and platforms and presents several solu-
tions for each category, as well as discusses the benefits and
limitations of their approaches. As a result of this research,
we provide summarized recommendations and guidelines
based on the analysis of technical aspects of various DLT
solutions in Table 3.

Although many researched projects are still in an early
stage of development, they are already showing promising
results and demonstrating DLT usage viability in the energy
sector.
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